Setting up
Microsoft

Authenticator




Configuring Multifactor Authentication (MFA) via
Microsoft Authenticator

@ These steps have been created using the web version of Microsoft 365 and
Authenticator on an iPhone. This is the easiest way to get these to work together.

You generally will only need to set up MFA on Microsoft Authenticator once,
unless you change devices.

Using QR code from Microsoft 365 log in

Navigate to microsoft365.com and sign in using your TheirCare email and
password

BB Microsoft

Sign in

hfdemo@theircare.edu.au

Q Sign-in options



2 The TheirCare Microsoft log in screen will appear and you will be alerted with a
message advising that more information is required. Press the blue Next button
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More information required

Your organization needs more information to keep
your account secure

Use a different account

Learn more

3 Ensure you have downloaded the Microsoft Authenticator application from either

the Apple App Store or Google Play Store. Once you have this on your phone, click
the blue Next button

Keep your account secure

Microsoft Authenticator

e Start by getting the app
On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose "Next"

want to use a different authenticator app

Lwant to set up a different method




4  Click "Next"

Keep your account secure

Microsoft Authenticator

Set up your account

If prompted, allow notifications. Then add an account, and select "Waork or school”.

Back ‘ Next

| want to set up a different method

5  The following screen will appear.

Microsoft Authenticator

Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, choose "Next".

Can't scan image?

Back ‘ Next

I want to set up a different method



On your mobile: Open the Microsoft Authenticator application, press the +
button in the top right corner

4:18

= Authenticator

m Microsoft Entra ID

Already have a backup?
Restore your account.

Begin recovery

You can have more than one account in your Microsoft Authenticator application.
Ensure you press the add account (+) button to add another account.



7 Select Work or school account

Add account

WHAT KIND OF AC

[ 1|
i

OUNT ARE YOU ADDING?
Personal account

[ |

Work or school account

. Other (Google, Facebook, etc.)

(@ When you are signed in with your personal account, all
stored passwords, addresses, and other autofill info
will be available on this device

8  Scan the QR code from your other device. If prompted click the allow button.

Scan QR code

Use the Microsoft Authenticator app t0 scan
app with your account.

Afteryou scan the QR code, choose “Next”.

“Authenticator” Would Like to
Send You Notifications
Notifications may include alerts,

sounds and icon badges. These can be
configured in Settings.

Don't Allow Allow




9 Back on the Microsoft 365 website: Click "Next" when the screen changes

Keep your account secure

Success!

Great job! You have successfully set up your security info. Choose "Dene” to continue signing in.

Default sign-in method:

Microsoft Authenticator

10 On your mobile: You will be given a code/number. Remember it for the next step

Keep your account secure

Microsoft Authenticator

4

Let's try it out

Approve the notification we're sending to your app by entering the number shown below.



11  On your mobile: Enter the code and press the Yes button

<

theircare.com.au
hfdemo@theircare.edu.au

WAYS Are you trying to sign in?
theircare.com.au
@ < hfdemo@theircare.edu.au

Enter the number shown to sign in.

¢
@ | (]

No, it's not me Yes
OTHER WAYS |
Create a Pass_ >
Set up passwordless sign-in requests >
MANAGE
1 2 3
ABC DEF
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12 Back on Microsoft 365 via browser: Click "Done"

Microsoft Authenticator app was successfully
registered

Keep your account secure
Fri, 28 Mar 2025 05:24:14 GMT

Success!

Great job! You have successfully set up your security info. Choose "Done” to continue signing in.

Default sign-in method:

A
Microsoft Authenticator



13  Click Yes to stay signed in.
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Stay signed in?

Do this to reduce the number of times you are asked
to sign in.

j Don't show this again
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